认证申请书

申 请 单 位：

申请方代表 (签字)：

申 请 单 位 盖 章：

申 请 日 期： 年 月 日

|  |  |  |
| --- | --- | --- |
| 申 请 方 | 名 称 |  |
| 第二名称 |  |
| 注册地址 |  | 邮 编 |  |
| 经营地址 |  | 邮 编 |  |
| 办公地址 |  | 邮 编 |  |
| 法定代表人 |  | 手 机 |  | 座 机 |  |
| 主要负责人 |  | 手 机 |  | 座 机 |  |
| 常用联系人 |  | 手 机 |  | 座 机 |  |
| 电子邮箱 |  |  |  |
| 申 请 方法律地位文 件 | 统一社会信用代码 |  |
| 批准经营范围 |  |
| 纳税类型 | 增值税一般纳税人 □是 □否纳税人识别号：地址、电话：开户行及账号： |
| 认证类型 | □初次认证 □监督 □再认证 □证书转换 （原机构/证书注册号： ） □扩大业务范围 □其他 |
| 认证标准 | □ 质量管理体系 GB/T19001-2016/ISO9001:2015□ 工程建设施工企业质量管理规范GB/T50430 GB/T50430-2017□ 环境管理体系 GB/T24001-2016/ISO14001：2015□ 职业健康安全管理体系 GB/T45001-2020/ISO45001:2018□ 信息安全管理体系 GB/T 22080-2016/ISO/IEC 27001:2013□ 信息技术服务管理体系 ISO/IEC20000-1：2018 □ 诚信管理体系GB/T31950-2015□ 服务认证 □ 其他  |
| 覆盖的范围和边界（认证主体、产品/活动）**注\*** | □设计/开发 □生产 □施工 □安装 □销售 □服务**注：如申请认证的范围有外包过程或活动，请详细说明。** |
| 组织基本信息 | 1. 总计 人。涉及认证范围 人 ，其中管理人员 人、生产/服务人员 人、倒班情况： 班、临时工 人。

外包情况：否□ 是□ 外包过程： 关键过程□ 全部生产过程□是否季节性：是□ 否□**注：如申报的员工数量低于实际员工数量较大时，将导致认证审核无效或认证证书被暂停、撤销。**1. 是否有分支机构 □否 □是，请填写《多场所信息表》；具有固定/临时多场所，请填写《多场所信息表》。具有在建项目情况时，请填写《在建项目清单》。
2. 承诺本组织遵守相关法律、法规、认证机构要求并且提供的材料真

实有效。1. 服务器数量： ；外包或供应商数量： （申请ISMS适用）。
2. 服务级别协议（SLA）数量： 个；与业务相关的供应商数量： 个；体系范围内的服务点数量： 个（申请ITSMS适用）。
 |
| 管理体系的建立与运行**注\*** | 1.管理体系开始实施时间： ；内审时间： ；管理评审时间： 。**注：管理体系需生效运行3个月以上。**2.质量管理体系\信息安全管理体系\云服务信息安全管理体系\公有云中个人可识别信息保护管理体系\隐私信息管理体系中不适用的要求和理由：  3.咨询机构名称： （如发生） 咨询人员： （如发生）4.申请多个管理体系认证的组织填写： 1）组织的所有管理体系是否同一个最高管理者；□是 □否：情况说明 2）组织是否建立了一套整合的文件；□是 □否：情况说明 3）对内审、管理评审、体系过程是否采用了一体化的管理方法；□是 □否：情况说明  |
| 申 请 方其他要求 | 1. 人员培训：□ 预审核：□ 其他要求： ；

希望审核时间： ； 休息日： ；工作时间： ;能否安排在周六、周日进行现场审核 □不能 □能2、申请范围内是否有信息资产不允许认证机构接触，或者认证机构在接触相关信息资产时应满足法律要求、相关方的要求和（或）组织自身的要求？是否要求签订安全和保密协议（申请ISMS适用）□没有 □有（可另附页）： 3.申请范围内是否有信息资产不允许认证机构接触，或者认证机构在接触相关信息资产时应满足法律要求、相关方的要求和（或）组织自身的要求？是否要求签订安全和保密协议（申请ITSMS/ISMS适用）4. 申请认证时，对认证机构的资质、诚信守法记录或认证人员身份背景及适用的与保守国家秘密或维护国家安全有关的法律法规是否有要求？□没有 □有（可另附页）  |
| 证书转换 | 申请认证证书转换组织请填写:* + 1. 最后一次审核的类型：□初审 □第 次监督 □第 次再认证 □其他
		2. 最后一次审核的日期： 年 月 日至 年 月 日
		3. 认可标志： 认证证书有效期：
		4. 原发证机构名称： 发证机构负责人:
		5. 转换理由：

管理体系运行现状：  |
| 再认证 | * + 1. 体系文件是否发生变化 □是 □否
		2. 组织机构是否发生变化 □是 □否
		3. 组织人数是否发生变化 □是 □否
 |
| 申请认证需提交的其他资料 | 1.企业营业执照复印件、组织机构代码证复印件、统一社会信用代码证书复印件。 2.生产许可证/资质证书/强制性认证证书等的复印件（根据国家及行业、部门的法律法规和标准要求）。3.管理体系文件（公司简介、工艺流程图）4.国家公示网信息（国家/行业抽查情况）。5.认证范围涉及的多场所、在建项目、临时服务点清单（如有）。6.认证范围所涉及的必须遵守的法律、法规、标准清单和守法记录（如事故记录、违反法律法规或规章的记录）。**注:提及的各类证明文件的复印件应是在原件上复印的，并经复印件提供者签章（签字）认可其与原件一致。** |
| **申请环境管理体系EMS认证时，还需提供下述资料**：1. 环评主要页、验收报告、批复页（如有）。
2. 重要环境因素清单。
3. 环境监测报告。

申请职业健康安全管理体系OHSMS 认证时，还需提供下述资料：1. 安评主要页、验收、监测报告（如有）。
2. 重大危险源（风险）清单。

申请信息安全管理体系ISMS认证时，还需提供下述资料：1. 为政府部门提供信息技术外包服务的机构或组织若其认证范围涉及政府信息,须提供经工业和信息化主管部门同意的通知文件方可受理，否则认证范围不能涉及政府信息。
2. 通信、金融、铁路、民航、电力等基础信息网络和重要信息系统运营单位应提交事先报行业主管或监管部门同意的文件,其他涉及国计民生的国有企业提交事先报国有资产监督管理部门同意的文件,涉及国家秘密的应提交报保密行政管理部门同意文件。
3. 适用性声明文件；风险评估报告；风险处置计划；认证客户基本信息表。
4. 涉及保密及敏感信息时，填写保密和敏感信息声明表及保密协议

组织相关产品的描述及用途、主要和关键过程/因素等信息应在提供的体系文件中涉及或提供专门说明。**申请信息技术服务管理体系ITSMS认证时，还需提供下述资料**：1. 服务管理策划；服务目录；服务级别协议。
 |